(PasswordKey) encryption

This command performs password encryption.

2:19 = )
GCM Cipher
Encrypt
Decrypt

Browsing-Decryption

Encrypt
Decrypt

Browsing-Decryption

Then-KeyFile

Encrypt
Encrypt
G

GCM Pwd Tool File Guide

Press the (Password-Key) "Encryption™ button on the main page, and the following
view will appear.
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Password-Key] Encryption

Input Filename (plain text. file to be encrypted.)

select clear

Password (for encrypting plain text)

input clear

Output Filename (cipher text. to be outputted)

‘ Do Encrypto ’

[Back]

The user interface looks like this.

File name to be encrypted

Encryption password

Cipher text output file name

This is the meaning.
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Selecting PlainText

Selecting PlainText

1234 txt
2019/02/18 05:27:34 4 bytes

[Back] Decide

@ 1234ixt
2019/02/18 05:27:34

[Back] Decide

4 bytes

Press the “select” button under the input file name text view, and the table view

shown on the left will appear.

Select a file and press the “Decide” button on the toolbar to return.
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Password-Key] Encryption

Input Filename (plain text. file to be encrypted.)

‘ 1234 txt

select clear

Password (for encrypting plain text)

input clear

Output Filename (cipher text. to be outputted)

input clear

‘ Do Encrypto ’

[Back]

When it comes back, it looks like this.
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Inputing a Password for encrypting PlainText Inputing a Password for encrypting PlainText
Password (max. 299) Password (max. 299)
Aaaal
[date] [.txt] Done
“Aaaa"
gw e r t y u i1 op
a s d f g h | k |
& z X ¢ Vb nm &
123 space return
[Cancel] Decide @ @

When you press the “input” button under the Password text view, you will see
a view for entering such a password.
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Inputing a Password for encrypting PlainText [Password-Key] Encryption
Password (max. 299) Input Filename (plain text. file to be encrypted.)
1234 .txt
Aaaa

select clear

Password (for encrypting plain text)

Aaaa

input clear

Output Filename (cipher text. to be outputted)

input clear

‘ Do Encrypto ’

[Cancel] Decide [Back]

Enter the password and press the “Decide” button on the toolbar to return.
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Inputing a name of CipherText File [Password-Key] Encryption
Filename for Saving (able to use CR) Input Filename (plain text. file to be encrypted.)
1234 txt
Enc-1234.bin

select clear

Password (for encrypting plain text)

Aaaa

input clear

Output Filename (cipher text. to be outputted)

Enc-1234.bin

input clear

‘ Do Encrypto ’

[Cancel] Decide [Back]

When you press the “input” button under the text view of the output file name,
a view for file name input appears as shown on the left.

Enter the file name and press the “Decide” button on the toolbar to return.

In this state, press the “Do Encrypto” button to execute encryption.
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File

Duplicate File

Duplicating File
Renaming Filename
Exporting File
Export with Zip
Delete File

All Delete
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GCM Tool File Guide

® Enc-1234.bin
2019/04/19 14:20:30

1234.1xt
2019/02/18 05:27:34

[Back] DoDuplicateFile

96 bytes

4 bytes

Use the Duplicating File command in order to look at the cipher text created.
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2:20
Enc-1234.bin

19 ca c4 9a 6¢ ee 56 56 ¢5 0c ¢5 38 6¢ 3d 22 53
41 23 42 bb 6f 41 dd 2a 00 de 8f 5a c7 52 f6 96
c155448545633d98e8 7c 8178 1f71 05 37
85 a5 ce 0254 47 b2 68 2¢ 28 d1 9¢ 76 4d cd df
cc 12 9f ef c2 48 65 89 37 d7 1e 10 19 fb c2 a8
cef494 1cc8 0c 0af1 09 e2 ed 2b ec 1c 25 8

[Back]

This is the cipher text created.



